**Acceptance testing**

|  |  |  |  |
| --- | --- | --- | --- |
| Input sequence | Expected result | Current output | Comment |
| Requirement 1: The user should be able to log in with a 6-digit staff number and password | | | |
| Correct login for normal user:  Staff no. = 1234  Password = 1234 | User logs in successfully | A screenshot of a computer  Description automatically generated | As the user has logged in successfully, they have been directed to the dashboard. |
| Incorrect login  Staff no. = 5643  Password = wrong | User does not log in successfully |  | As the details are incorrect the page does not re-direct anywhere and the search bar shows “invalid\_credentials”. |
| Requirement 2: The user should be able to create a task | | | |
| Creating a task successfully  Filling in unique details to create a task | The task should appear in the database | A screenshot of a task  Description automatically generated  A screenshot of a black box with white text  Description automatically generated | The task has been created successfully. The three screenshots show the various stages. First filling in the form, receiving confirmation and the last screenshot shows the task in the database. |
| Creating a task unsuccessfully  Attempting to create a task which already exists within the database | The task should not appear in the database | A black screen with white text  Description automatically generated | The task has not been created and the user has received an appropriate message so they can amend task details to retry. |
| Requirement 3: The admin should be able to delete a task | | | |
| Deleting a task successfully  The admin password is 1234 to delete tasks. | The task should be deleted and not exist in the database. |  | The user will input the admin pin to remove the task then the task will be deleted and will not appear in the list of tasks or in the database. |
| Deleting a task unsuccessfully  The admin password is inputted incorrectly. Wrong password = 1278 | This task will not be deleted as it is not an admin who is deleting it. |  | The task will not be deleted as the incorrect pin was entered. This will stop any unauthorised personnel from deleting tasks. |
| * Requirement 4: When signing up the users: email address, staff number, team, first name, surname, rank – should be recorded. | | | |
| Correct Signup  Input staff details correctly – Filling in uniquely. | A new staff member should be created and be able to log in to the system. |  | A user account created message will appear to indicate to the user that it was successful |
| Incorrect Signup  Signing up using duplicate details. | The user will not be created as there is already an account with the same details. |  | A user has not been created as this will be create a duplicate user due to the details being the same therefore the system will stop this. |
| * Requirement 5: An option to show who the tasks can be viewed by | | | |
| Task assigning Shows who this task is assigned to and therefore who can view it.  Staff ID = “1234” | The Staff ID number for the task is assigned to will be displayed or if it is assigned to all staff then everyone will be displayed. |  | Whoever a task is assigned to will be the only person who will be able to view it and the admin too. |
| * Requirement 7: Enable the user to input progress updates to a rolling log. | | | |
| Adding updates correctly.  Adding an update to a task = “Part 1 of task is complete” | The updates are added to the rolling log of the task and can be viewed |  | User can put updates into a rolling log so that task progress can be checked. |
| * Requirement 8: User should be able to see their assigned tasks. | | | |
| Personalised table for each user  The user can only see tasks which are assigned to them. Logged in as staff ID = “1234” | The user will be able to see a table with all the tasks they have. |  | The user will also be able to see tasks which have been assigned to everyone as this will not be specific to one person but will be for all staff members to complete. |
| * Requirement 9: Tasks should be able to update the due date. | | | |
| Changing due date  Task due date can be inputted if the assignee needs more time.  Change due date to = “01/05/2024” | The due date of the task will change to 01/05/2024 and will be displayed as this on the table. |  | The due date can only be changed by a supervisor as they will need to enter their supervisor number. |
| * Requirement 10: Should be able to export PDFs of overdue tasks, all tasks, pending tasks. | | | |
| To assess task progress or completion a PDF can be exported for records. |  |  |  |
| * Requirement 11: Only a supervisor can say a task is complete. | | | |
| Complete task  Change task completion to “Y” | The task will be changed to Y on the dashboard and will therefore be displayed as complete |  | Only a supervisor can mark the task as complete. |
| * Requirement 11: Able to search for tasks | | | |
| Search correctly  Search for task that exists: “call john” | The task that was searched for should appear. |  | Anybody can search for a task |
| Search incorrectly  Search for task that does not exist: “hello” | No task should appear. |  | Anybody can search for a task |

* Staff members should get an email when a task is assigned
* Should be compatible with open auth.

**Code inspection**

|  |  |  |  |
| --- | --- | --- | --- |
| Inspecting | Expected result | Current output | Comment |
| Correctly naming elements (Example 1)  Task complete button | taskCompleted, completeTask, uponCompletion |  | Input fields and buttons have been correctly named so they can be identified easily. |
| Correctly naming elements  (Example 2)  Navigation bar | menuItems, navigationBar, navBar | A computer screen shot of text  Description automatically generated | Classes for the navigation bar have been correctly named. |
| Using comments | Systematic use of comments throughout code | A screen shot of a computer code  Description automatically generated  A computer screen with text and images  Description automatically generated | Screenshots from three different files, all showing systematic and consistent use of comments throughout. |
| Using correct coding conventions such as camel casing | Correct use of camel casing when naming elements | A computer code with text  Description automatically generated with medium confidence | Systematic and correct use of camel casing throughout code. |
| No harsh use of colours. | Colours are expected to flow well and are easy on the eyes. |  | Appropriate use of colours throughout e.g., green for submit/success and red for failure/delete. Other colours flow well and do not clash with each other or other elements such as font. |
| Appropriate use of font styles. | No elaborate use of styles such as handwriting. |  | Clear and easy to read font styles have been used. |
| Appropriate use of font sizes. | The font sizes should not be too large or too small. |  | Font sizes have been used appropriately, headings large, sub-headings slightly smaller and so on. |
| User experience and useability. | The site should be easy to navigate and self-explanatory. |  | Menu items in the navigation bar are self-explanatory. All elements/buttons have been labelled clearly. |
| Are login details being sent securely to the server. | Login details are not visible in the search bar and are not showing in inspector tools. |  | As we can see only the invalid credential shows in the navbar. When the user enters correct details, they are automatically redirected. |
| Error handling mechanism (Example 1) | Trying to sign up a user which has a staff number that already exists in the database. The user should not be created. |  | Appropriate error message appears when trying to sign up a user which already exists in the database. |
| Error handling mechanism (Example 2) | Trying to add a task which already exists in the database. The task should not be added. |  | Appropriate error message appears when trying to create a task which already exists. |
| Missing input handling | Leaving signup/login fields blank. |  | The user is prompted to enter the missing details. |
| Clearing cache after the user signs out so content is not accessible | Content should not visible after the user signs out as this would violate security. |  | Screenshots show cache is being cleared and session variables being reset and destroyed. This provides security to ensure logged in user cannot see previous users’ data. |
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